**חלק ב של עבודת סוף (שימוש בטכניקות Sqli)**

1. הצגת דוגמה ופיתרון לשימוש בהתקפה מסוג Sqli על ידי שימוש ב Parameters או שימוש ב Stored procedures על סעיף 1 + סעיף 3 + סעיף 4 מחלק א של הפרויקט.
2. הבעיה שיכולה להיות לנו עם SQLI בסעיף 1 (a+b ) היא כאשר אין בדיקה על כל השדות בהתייחסות לתווים מיוחדים גם בסיסמה וגם במשתמש (אימייל,ID) ובנוסף וידוא שהתוכן אינו ריק. באופן דומה הבעיה חוזרת בסעיף 4. אנחנו התמודדנו עם זה ע"י בדיקות של כל ערך בכדי לוודא שהוא עונה על התנאים שהגדרנו, לדוגמה בסיסמה: בדיקת אורך הסיסמה, בדיקה שהסיסמה מכילה גם אותיות קטנות וגם גדולות ,ספרות, תווים מיוחדים וכו'. אם הסיסמה לא עונה על כל התנאים היא לא מתקבלת. בנוסף אין גישה לDB בקוד (הכל עטוף ב-SQLAlchemy).